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# Team Profile

# Tools

# Industry Data

## Job Titles and Ranks

The following ranks are from a Burning Glass Technologies report showing the job landscape of the IT industry in Australia and New Zealand over a 1-year period ranging from 24/03/2017 to 23/03/2018 and have used data from 120353 postings.

Where an appropriate job title could not be located in the study a current job search using [www.seek.com.au](http://www.seek.com.au) has been used and added to everyone else to add context. The data from seek is however very different to that of the Burning Glass as it only captures current vacancies from the last 30 days from day of writing (17/04/2020). Also, many jobs overlap across job titles as well as 1 vacancy being advertised by multiple recruitment agencies.

### Adam W. – System Administrator.

System Administrator ranks at number 8 out of 25 on the list with 681 jobs listed in the 1-year time frame that the Burning Glass data shows. [Seek](https://www.seek.com.au/system-administrator-jobs?daterange=31) displays that across Australia there are currently 1325 active job vacancies as of 17/04/2020.

Having looked at both the Burning Glass data and Seek my choice of System Administrator has not changed. The job appealed to me because of the service it was delivering as well as the skills that are required as ones which I hope one day to possess. My ideal job requires skills that rank at the top of the Generic & IT-specific skills. The job title itself ranks in the upper third of the list meaning there is an availability of jobs. The data itself has only reinforced my original choice of System Administrator as an ideal job.

### Patrick M. – Chief Information Officer.

The job in the Burning Glass data which most accurately reflects Patrick M’s job is that of a Service Delivery Manager. It ranks at number 18 out of 25 with 338 jobs listed. [Seek](https://www.seek.com.au/chief-information-officer-jobs?daterange=31) shows that across Australia there are currently 377 active job vacancies as of 17/04/2020.

There are clearly less positions advertised in my desired role compared with other roles and this is as expected. There are however opportunities in small to medium organizations that I feel confident of having good prospect of candidacy and, given the opportunity, would have the experience to successfully fulfill.  The challenge is since the pandemic event, with recruitment freezes and cost reduction exercises now in effect across almost every organization, these higher roles may now become scarce and competitive. In this case I would need to adapt, re-evaluate, and up skill for another role. At this stage of my career however that would be a daunting prospect.

### Patrick J. –Database Analyst.

The Burning Glass data does not provide an accurate job role for that of a Database Analyst. [Seek](https://www.seek.com.au/database-analyst-jobs?daterange=31) displays that across Australia there are currently 228 active job vacancies as of 17/04/2020.

### Jay H. – System Engineer.

The job in the Burning Glass data which most accurately reflects Jay’s job is that of a Systems Engineer. It ranks at number 4 out of 25 with 786 jobs listed. [Seek](https://www.seek.com.au/systems-engineer-jobs?daterange=31) shows that across Australia there are currently 5318 active job vacancies as of 17/04/2020.

Observing the Burning Glass Data, I was taken aback at the top IT titles in Australia. After looking through the list I still want to become a Computer Engineer, I may need to look at working in another country. Communication skills and problem solving ranking the two top baseline skills was no shock. No matter the project communication between co-workers and clients is key to moving forward. Resolving issues in large projects requires problem solvers who can communicate with one another.

### Jacob K. – Software Engineer

Software Developer ranks 19 out of 25 on the list with 337 jobs listed on the report. [Seek](https://www.seek.com.au/software-developer-jobs?daterange=31) shows that across Australia there are currently 3652 active job vacancies for a Software Developer as of 17/04/2020.

My ideal job has changed. The one I selected originally was in a software development roll, and the one I now want to have is software engineer. There are more jobs for a software engineer than software developer, and further researching the roll of both, software engineering appeals to me more. A software engineer is required to develop a solution to a software problem, maintain, test and evaluate software whereas a software developer builds that same software.

## Generic & IT-specific Skills Ranks

**Generic Skills -** The following ranks are from a Burning Glass Technologies report showing the baseline (generic) skills in the greatest demand in the Australian and New Zealand IT industry. They capture a period from 01/03/2017 to 28/02/2018 and have used data from 121997 postings with 25 generic skill set filters applied.

Across all 5 of the ideal jobs there are 3 recurring **generic** skills that appear to be the most sort after. These make up out group’s required generic skill set. They fall under the categories of *Communication Skills, Teamwork/Collaboration* and *Problem Solving*.

***Communication Skills:*** This is ranked number 1 out of 25 on the list with 44367 postings requiring it as a generic skill for the position.

***Teamwork/Collaboration:*** This is ranked 5 out of 25 on the list with 14364 postings requiring it as a generic skill for the position.

***Problem Solving:*** This is ranked 2 out of 25 on the list with 16445 postings requiring it as a generic skill for the position.

The 3 highest generic skills that are not in our groups required skill set are *Organisational Skills, Writing* and *Troubleshooting.*

## IT-Specific Skills

The following ranks are from a Burning Glass Technologies report showing the specialized (IT-specific) skills in the greatest demand in the Australian and New Zealand IT industry/ They capture a period from 24/12/2017 to 21/03/2018 and have used data from 27435 postings with 25 IT-specific skill set filters applied.

Across all 5 of the ideal jobs there are 3 recurring **IT-specific** skills which are required the most. They fall under the categories of *SQL, Microsoft Windows* and *Microsoft C#*.

***SQL:*** This is ranked number 1 out of 25 on the list with 3570 postings listing it as a required skill for the position.

***Microsoft Windows:*** This is ranked 4 out of 25 on the list with 2699 postings listing it as a required skill for the position.

***Microsoft C#:*** This is ranked 12 out of 25 on the list with 1643 postings listing it as a required skill for the position.

The 3 highest IT-specific skills that are not in out groups required skill set are *JavaScript, JAVA* and *Project Management.*

# IT Work

## Interview - Systems Manager

Patrick Mamigonian

### Please tell us about your IT work. What exactly do you do?

I am primarily responsible for the network and server infrastructure of the company’s South East Asia Pacific region. This includes network connections, network devices, servers, storage, and data centre facilities.

There are 3 primary data centres located in Sydney, Melbourne and Perth containing a total of around 90 servers that host the various systems and applications used by the business.  The majority of servers are Windows based with some Unix variants.  I’m responsible for managing, maintaining, monitoring health, utilisation, alerts, and also backup systems. I am also responsible for maintaining server operating systems, patches and security updates, and also virus and threat protection.  Nearly all servers are virtualised using VMWare and this provides the ability to maximise the use of physical hardware by loading multiple virtual servers on each physical machine. Virtualisation saves cost by reducing the number of servers that need to be purchased and maintained, and also saves energy and space in our data centres. VMware also provides the flexibility to easily attach and expand storage and move virtual servers around between different data centres.

Some of the systems and applications running on the servers include Domain Controllers, File and Printer Sharing, Web Servers, Terminal Servers, Document Management Systems, CAD Design Applications, HR and Payroll systems, Project Management, Resource Management, and Relational Databases. Some other business applications such as ERP and CRM are hosted externally or in the cloud and I have some involvement with those also, but they are primarily managed by providers.

### 2. Please tell us about the industry you work in.

I work in the mining and manufacturing industry. The company has around 20 offices across Australia and South East Asia with around 500 employees.

The company consists mainly of engineers, CAD designers, project managers and service technicians. The company designs machinery that it manufactures and delivers to customers; which are mainly mine sites in remote regions of Australia and Asia Pacific. The business also has a large sales team, after-sales spare parts, services, and business support teams including ICT, Finance, HR, Quality, and EHS.

The employees are heavy travellers, such as the sales team who travel to meet with customers, and project managers and service technicians that regularly travel to mine sites to inspect and maintain equipment. People rely heavily on ICT services to operate as mines run 24x7.

### 3. What other kinds of work do you have to do?

I will often have projects or work with a particular project team in planning to deploy a new system, application, or upgrade an existing one. This requires scoping of the system requirements, looking at the architecture of the application whether it is web-based, thin/thick client, if it has a central database, if data can replicate across multiple sites, and so on. Then decide and plan how and where best to host the application to provide optimal performance for the end-users.

From time to time we need to relocate one of our offices containing a data centre and that requires planning and execution which can run 9-12 months. Other times our company will acquire another company and integrating systems can sometimes take years in addition to our existing duties.

### 4. Who are all the different people you interact with in your work? Please tell us about them.

I interact with many different teams and individuals:

* ServiceDesk team who are first line support and escalate issues to me for investigation.
* Other systems administrators in my team, I’m based in Sydney as the manager and others are located in Perth and Melbourne.
* Information Security team that are based in our HQ and responsible for entire global IT security, firewalls, VPN tunnels, and also SIEM (security incident and event management).
* Infrastructure team that are based in our HQ and responsible for global Active Directory, data routing and other standards.
* Application service managers that are responsible for major business applications, such as ERP, CRM, PDM (Product Data Management), etc.
* Vendors such as Telstra and others that provide our data connections to various sites, also external application vendors to assist with troubleshooting an issue or performing an upgrade.
* My manager and team to keep each other updated on what is happening and share thoughts and experiences.
* Other teams or departments in planning to deploy/upgrade an application as mentioned previously.

### 5. Please tell us about your interactions with other IT professionals.

As mentioned above:

* Other systems administrators in planning and executing tasks and projects
* Information security specialists in discussing and implementing security systems and measures
* Infrastructure specialists in discussing and implementing new network systems and changes
* Cloud services specialists in setting up and troubleshooting cloud based services
* Application specialists in deploying/upgrading and troubleshooting various applications.

### 6. What about your interactions with clients or investors?

My clients and investors are internal to the business. In a corporate environment investors are senior executives and key stakeholders that need to provide financial outcomes for the business. Ultimately my customers are end-users although I mostly work behind the scenes and customers are filtered through Service Desk.

### 7. What aspects of your work do you spend most time on? Please tell us about these.

Projects such as new systems/application implementations as mentioned earlier can take months of work.

For the past couple of years we have been working heavily on upgrading servers that are running Windows 2008R2 to later versions of Windows Server such as 2016 (due to Win Server 2008R2 reaching end of support on Jan2020). This requires quite some effort and working alongside application owners. We often build up parallel environments, perform testing of the system, then migrate data and it can take some time and effort for each system and application.

Some applications can also be somewhat high-maintenance and time consuming to maintain. They can be unreliable, tend to freeze up or have bugs. We put up with it because the business needs that application and there aren’t many alternative solutions available, or the business has invested a significant amount in the application however it never performed as reliably as expected even after years of fine tuning. We therefore deal with daily issues and manage it as best as we can until an alternative solution becomes available in the future.

Site relocations as mentioned earlier can consume almost a year in planning and execution; we recently relocated the Sydney site in 2018.

### 8. Which aspects of your work do you find most challenging?

Troubleshooting problems can be challenging, where an application or system starts to behave abnormally, becomes slow to access or completely inaccessible for some or all users.  In most cases nothing has changed to our knowledge. It can be anything from a data corruption to a routing issue to anti-virus software blocking some communication.

The past few years with everything moving to the cloud we are finding new challenges such as Windows/Office updates coming more frequently and seamlessly, they can often be the silent cause of a problem. Cloud service providers from time to time will also change a configuration which we are unaware and later discover requires changes to our firewall rules, it can sometimes cause many hours or even a full days of downtime for a particular system.

Some other challenges are finding time to maintain documentation and managing the ever growing storage requirements of the business.

### 9. Finally, can you share an example of the work you do that best captures the essence of the IT industry?

The essence of the IT industry in my opinion is the constant development of technology by a large community of specialists. My line of work is to identify which of those new and emerging technologies can benefit the business where I work by introducing efficiencies, streamlining and adding value.

# IT Technologies

## Robots

Patrick Jenner

### What does it do?

There is currently a vast array of new developments going on in the world of robotics, but the underlying goals are very similar. It’s all about a applying mechanical problem solving to real world working environments. Given the broad nature of the topic, I’ve chosen to talk about two significant developments; Soft robotics and Collaborative robots.

Soft robotics take advantage of the mechanism of organisms and aim to emulate them in a non-rigid way by using materials with the properties of living tissue (e.g.; stretches and squashes rather than pivots). Currently soft robots use fluids such as air pumped into small pockets which expand under pressure similar to balloon inflating and deflating. Via stiffening part of the material, the machine can be made to move in a particular direction, similar to the motion of an actuator or piston. (François Schmitt, 2018)

Soft robots are typically created via an additive process (e.g.; adding material to a mould, rather than cutting it down). Soft robots can distribute force evenly across the surface. This enables ‘off the shelf’ solutions such an FDM 3D printing to be used in the manufacturing process reducing costs. (Dylan Drotman, 2019)Advances are being made in the design of the robots so that one single tube of compressed air can be used to power multiple motions.

The applications for Soft Robots are vast, ranging from climbing robots to wearable robots but the most significant developments will be in the biomedical field. Soft robots enable a surgeon to operate in a manner that reduces trauma and pain due to their non rigid nature. Soft robots can pickup more fragile objects without the use of sensors and complex mechanical parts. (Team, Robotics Online Marketing, 2018) (Runciman, Mark; Darzi, Ara; Mylonas, P., 2019)

Collaborative robots known as Cobots, are robots that can work in conjunction with human workers. Robots in the workplace, do their work fenced away from human workers due to safety issues such as collisions/impacts (robots hitting people), but Cobots have an array of sensors which enable them to work alongside human workers. This allows for the human workers to guide the robots through a particular task rather than go through the rigours of complex robotic programming which means that lower skilled human workers can setup the Cobots to perform a new task quickly. (Zimmermann, 2019)

Robots today, are more suited to doing monotonous repetitive tasks that a person would do less precisely or which could injure or endanger humans if they were to perform that particular task. The advent of Artificial Intelligence (AI) in collaboration with sensors means that the robots are able to develop datasets from sensor data, that will enable robots to learn and improve on a task. An example could be an object which isn’t precisely where the robot expects it to be, the AI and data will assist the robot in working out where the object will be and the robots will learn to expect it to be in that location. (Vargas, 2018)

The development of each of these systems are not mutually exclusive. They are both aiming to improve safety and assist workers in a similar capacity to a tool, rather than replace them. They both aim to use sensors to give the robot feedback on its environment.

Advancements in computing hardware such as Nanomagnetic Logic (Crawford, 2012), memory and sensors enable more complex tasks to be performed by machines at less cost and advancements in the engineering of materials enable robots to be built and constructed at lower cost. Due to these factors, robots are likely to become faster and more accurate.

Soft Robots and Cobots are ultimately advanced tools. Just as a spanner tightens a nut, these robots enable precise and repetitive tasks to be performed with ease. Soft Robots and Cobots will one day come together to provide a safer and more efficient working environment.

### What is the likely impact?

The proprietary nature of the current systems could mean that the robotics companies could hold their client’s small business to ransom. This is very much a danger associated with outsourcing outlined in Volodymyr Ostapchuk’s article; ‘Outsourcing Benefits and Ways to Mitigate Possible Risks’, Volodymyr *Ostapchuk* (2020) states that companies could potentially increase costs of their services, and this is no different with Robotics companies. Andra Picincu also mentions that should the company (in our case the robotics company) stop support of that product (robot) the company using the robot could experience a significant loss of productivity. (Picincu, 2019)

If a business were to become reliant on a particular Cobot and Soft Robot company who own the patent the demands of that company would affect the business.

When the benefits of Cobots become obvious to businesses, they will begin to appear in work warehouses and factories and Soft robots will begin to appear in many applications such as surgeries, espionage, food processing, search and rescue and manufacturing. According to Carlos Gonzalez, 34% of all Industrial robots sold will be Cobots by 2025 (Gonzalez, 2017)

Soft Robots will be used in places where a traditional robot can’t, such as the human body. Soft Robots will enable surgeries to be done more much quickly and accurately via soft robotic endoscopy (a surgical camera which can traverse the human body without doing damage), reducing the time required (Mark Runciman, Ara Darzi, and George P. Mylonas - 2019).

Soft Robot Search and rescue could be used in areas where the rigid robot equivalent would be more expensive. We could potentially dispose of the Soft robot if required as it would not be as expensive. (Brown, 2018)

Another application for Cobots and Soft Robots could be in the task of repairs. A robot could be designed to repair machines. The nature of the soft robots could allow for a robot to squeeze through and manoeuvre through the gears of a larger machine and reach areas difficult for human workers to access.

### How will this affect you?

3D printable designs in soft Robotics mean designs can be downloaded and created. A variant of Soft robots will become more available to hobbyists and enable people such as myself to create simple robots for performing tasks. It would be possible for a relatively cheap DIY robot kit to be created at home. (Holland, Dónal; Walsh, Conor J.; Herman, Max ; Berndt, Sara, 2018)

Due to the ability of Soft Robots to grip more fragile objects and significant application for them is food. Fewer humans in the processing chain mean that things like disease are no longer a problem. (Owen-Hill, 2017) This would mean that it’s harder to spread something such coronavirus, which would allow employees to continue work during a quarantine.

These robots could affect me in mostly in an economic way. Soft Robots Cobots could become a standard in most workplaces which require manual labour. The deployment of Cobots can increase productivity due to their ability to free human workers from repetitive tasks, meaning they can perform more human specifics tasks. (Hern, 2019) Less expensive manufacturing costs may result in Cobots result in cheaper products.

Cobots will start to appear in hospitals performing tasks such as Neurosurgery (manoeuvring a microscope to give surgeon a better view) and Bone Surgery (able to cut bone with a cold laser with no contact) (Owen-Hill, 2019). Another example of this is the da Vinci system. It allows are surgeon to perform more precise actions by capturing the hand movements of the surgeon and mimicking them with smaller robotic mechanisms. (Roberge, 2019)

Thanks to developments in 2D and 3D camera technology and AI, we may start to see robots in the home become a reality. A robot called Aeolus is designed to do all the things most people envision a household robot doing, such as house hold tasks like mopping up, sweeping vacuuming and fetching beverages (Vyas, 2018). While household robots like Aeolus don’t fit the traditional definition of a Cobot I would argue that they’re similar to a Cobot in that they free people up to do more human skill intensive tasks in that same way that Cobots do in the workplace.

In conclusion these technology aid peoples in the real world by assisting people and we can expect a more optimistic future.

## Blockchain & Cryptocurrencies

Adam Wilkinson

### What does it do?

In simple terms a blockchain is a data structure that acts as a ledger for transactions with each “block” containing digital pieces of information about a transaction. These include the date, time and amount of a transaction along with the participants who are identified only by a digital signature. Each block can contain a single transaction or thousands of them. Each block stores its own unique identifying code called a “hash” that makes this block distinguishable from every other block in the chain. Only once all transactions in the block have been verified can a hash be added. When a new block is made it contains the hash code of the most recent block before it. This creates a link between the blocks and is the “chain” in blockchain (Reiff, 2020).

What makes a decentralised blockchain unique opposed more traditional ways of financial transactions as that it does the transactions without the use of a trusted third party. The blockchain network instead runs on thousands of different computers which all have the exact same copy of the blockchain which updates as a new block is added the to the chain. This is what makes a blockchain arguably more secure than that of a centralised system such as a bank. If a person wanted to alter your transaction this would change the hash of the block meaning that the individual would have to change the hash of subsequent blocks to hide their tracks (Frankenfield, 2019).

These features are only secure if the blockchain is public with the ledger of all transactions viewable to anyone who wishes to access it. If a blockchain is stored entirely on one company’s server this creates the same vulnerability to that of a traditional banking system, meaning that if a person gained access to the server they would have access to 100% of the network and could alter transactions (Frankenfield, 2019).

Cryptocurrencies are a form of digital currency which use digital files instead of notes and coins as their money. Just like a safe or vault is used to protect cash currency cryptocurrencies use cryptography to secure and hide their information, this is what gives the “crypto” in cryptocurrency. Using cryptography to secure its transactions means the cryptocurrencies are nearly impossible to counterfeit (Biczok, 2018).

Cryptocurrencies work on a decentralised platform, mainly a blockchain, meaning that they are not controlled by a single group or government and operate on a peer to peer basis. This concept means they can operate largely without influence or alteration by governments.

The first decentralised cryptocurrency created was Bitcoin in 2009 by a pseudonymous developer named Satoshi Nakamoto. Bitcoin is still the largest and most widely known cryptocurrency in the world. Other cryptocurrencies are referred to as “Altcoins”. There are now thousands of cryptocurrencies being traded globally. The largest of the Altcoins include Ethereum and Litecoin. These are all mining-based cryptocurrencies. Altcoins can include alternatives to mining-based cryptocurrencies such as Stablecoins. Stablecoins were created to provide a cryptocurrency that didn’t have such high volatility in the marketplace like many mining-based cryptocurrencies do. Stablecoins are aligned to an asset or group of assets. The largest Stablecoin is Tether, which as of April 2020 has a market cap of 6.34 Billion USD.

Cryptocurrencies allow users to make transactions with a degree anonymity as only their digital signature or username is logged in their place in the blockchain. Each transaction made is confirmed in the blockchain by “miners” and a small pre-determined fee is paid to said miners for the use of their computers. When making a transaction a user has the option to pay a higher fee for a faster transaction. The time of each transaction depends on the computational power of the blockchain that the cryptocurrency is operating on. Bitcoin’s blockchain operates over millions of computers with large mining facilities located around the world usually where electricity is cheap and verify every transaction that occurs. This concept is contrastingly different to that of traditional financial institutions who charge large fees on domestic and international transactions because of the monopoly they hold over the conventional currency system.

Cryptocurrencies are stored in a virtual wallet which contain both public and private keys which are linked. When a person wants to send you cryptocurrency they will send it to the public key, you then use your private key (similar to a password you use for any account) to prove you own the public key which has had the cryptocurrency sent to it. Once this is done your wallet will now show a new value. When you send cryptocurrency to a person’s public key you are essentially giving away ownership of that cryptocurrency and the transaction will be forever recorded in the blockchain. It all relates to the function of handing over physical cash to another person to put in their physical wallet the only difference being there is an indisputable transaction record kept of the event.

### What is the likely impact?

It is foreseeable in the future that the current format of blockchain based cryptocurrencies or a derivative of it will make its way into the mainstream. The main question is whether it takes the form of decentralised or centralised. A decentralised platform allows users the freedom to send and receive payments of a currency that is not controlled and manipulated by a government to suit there needs but of a collective goal by users across the world. The downside to this is with no government to back the coin its value can increase and decrease rapidly with no real control (Frankenfield, 2019).

If each country was to make their own cryptocurrency and blockchain with no physical currency they would have complete oversight of every transaction made by every individual or business meaning that “cash economy” (tax-free) would cease to exist. It also raises the questions of privacy as government would no doubt use it to monitor its citizens.

A worldwide centralised cryptocurrency seems hard to conceive as so many factors go into what makes a fiat currency operate. Just as 1 AUD can buy a loaf of bread in one country it can’t in another. The same goes for 1 unit of a cryptocurrency relative to whatever goods or service and individual wants to purchase. Too many variants exist in the make up of a country to suggest 1 currency could suit all these include GDP, social policies, security and more.

Its hard to say if changing the financial system of a fiat currency to that of all digital would change the level of employment in the system. As jobs would become redundant, mainly in the supply chain and protection of physical currency, new jobs would be created in the maintenance and infrastructure development of a new blockchain and cryptocurrency.

### How will this affect you?

Cryptocurrencies are incredibly volatile in terms of rapidly changing values which makes clear and accurate forecasting models hard to create. The emergence of thousands of Altcoins in the tradable marketplace that have a low market cap are at risk of “pump and dump” attacks which creates distrust in the system. A pump and dump scheme will operate similarly to a pyramid scheme. A group of traders will identify an Altcoin and drum up support for it online to potential buyers who are unaware of the scheme. Trading of the Altcoin will then increase at a massive amount and create an incredibly sharp rise in the coin to the point where the group will sell off causing a massive downfall in value and leaving many with large losses. These sorts of things are why a lot of the public are apprehensive about cryptocurrencies becoming the normal way of paying for items. Individuals want to know then when they go to sleep at night that the amount of money, they have in their wallet will be worth the same when they wake up in the morning (Hunter, 2018).

The true effect of this on an individual will most likely come down to a trade-off of privacy by using a government backed blockchain and cryptocurrency where they have complete oversight but will not be subject to such volatile markets and fluctuations and where a person’s funds will be more secure whilst be transferred and stored.

## Autonomous Vehicles

Jacob King

### What does it do?

Autonomous vehicles drive and navigate themselves. Autonomous cars drive people to their destination on the best possible route accounting for current traffic and roadworks. Also, other than cars on the road, trucks can do the same with the freight they carry. Aerial drones can make personal, smaller scale deliveries, be it for food or mail. In essence, autonomous vehicles move things around without any direct human control. All decision making is done by the vehicle or the network the machine is part of. State of the art autonomous road vehicles avoid collisions with pedestrians and other road vehicles with greater success than their human counterparts. Autonomous vehicles do not suffer any of the human impairments such as tiredness or driving under the influence. State of the art vehicles have better and faster judgment than humans would in any given situation. Emergency services can also be taken to the area they are needed by autonomous vehicles. Freight, public transport, personal transport can all be replaced with autonomous vehicles (MIT Technology Review, 2019).

Autonomous vehicles are being used in automated warehouses to sort items into containers for shoppers who ordered them. This removes the need for human workers to do the same thing, who would only be much slower and make mistakes. This technology is much like a traditional shop but instead of human shoppers, the packing of goods is done by machines.

There are self-driving cars on the road now, but with people still behind the wheel in case of emergencies. This automation technology can also be used to make self-driving trucks. This will only work on the main roads, and not in the delivery dock of warehouses and shops, so human control is still necessary. This will significantly decrease drive fatigue or could be used in conjunction with drivers to keep the truck moving even when the driver is sleeping.

Uber Eats is currently using aerial autonomous vehicles to transport food to people. This same technology can be used to deliver mail and packages instead of traditional postal services and couriers. Automating the delivery will also on the time it takes deliver packages, especially for short distance postage (MIT Technology Review, 2019).

Development of self-driving cars is being made aimed at decreasing the severity of collisions. Improvements on pedestrian detection and avoidance are being made, soon self-driving cars are likely to be better drivers than humans, and possibly even match the number of human drivers on the road. Packages to retrofit traditional cars can be made, lowering the cost of self-driving cars. Self-driving cars can also make road travel more accessible to disabled people who depend on mobility equipment, letting them be more self-sufficient.

The postal service could implement autonomous transport of packages and mail using existing technology. This will likely be a mixture of small autonomous aerial craft and self-driving vehicles. Some human interaction is still required to load and unload the packages to the person’s house, but the transportation can be done without any human interaction (N.Senerb, 2017).

Technologies that made autonomous road vehicles possible are cameras, network infrastructure, sensor technologies such as lidar and radar, AI and laser light radar. All of these work together for the vehicle to gather information on it’s surroundings and then process that information to travel without collisions. AI interprets the data these instruments gather. Network infrastructure lets these vehicles communicate to work together, further reducing collisions with other autonomous vehicles. This also allows for the vehicle to gather data on its surroundings such as speed limit and traffic lights. Sensors allow for greater situational awareness (MIT Technology Review, 2019) (Bowles, 2020).

Technologies that make warehouse automated vehicles possible are AI to organise and manage all the vehicles to keep them working cohesively together and to automate the process. Automated guided vehicles are required to move the inventory around the warehouse – these follow a set path and have additional sensors to avoid manually controlled vehicles. Autonomous mobile robots are like Automated guided vehicles however they rely on sensors and have no set path to take. These vehicles use sensors and AI to understand their surroundings. Drones use the same technology as Autonomous Mobile Robots and using GPS technology they can be used in long distance deliveries (MIT Technology Review, 2019).

### What is the likely impact?

The impact of this technology is mainly on the general public, as autonomous vehicles make transportation far more convenient. With more self-driving cars on the road, there will be significantly less crashes and fatalities will be lower. Autonomous vehicles are also more efficient drivers than humans, lowering the overall traffic on the road. This makes being on the road safer and more convenient. Public transportation could have a network of autonomous vehicles that operate much like taxis. In order to have vehicle sharing capabilities cities will need space and infrastructure to accommodate this. Passenger loading areas or on street parking is required to increase turnover. With vehicle sharing parking plans will be altered. With less cars in idle, there will be less need for parking spaces. This means more land for buildings, increasing population densities in cities. Most people (59% according to Transportation Research Procedia) who currently own cars for personal transport would rather have their own autonomous vehicle than just use one. Once there are a significant number of autonomous vehicles on the road this is likely to change as the cost of using one will be much lower than owning one. Less people will want to own an autonomous vehicle for personal transportation. With autonomous vehicles transporting goods, postage and freight hauling will take less time and cost less (The Department of Infrastructure, Transport, Regional Development and Communications, 2019).

People with mobility, and people with conditions that disallow driving such as epileptics, issues are most affected by this technology. They will be less dependent on caregivers for transportation, allowing much greater freedom and self-sufficiency. The general public will also benefit from autonomous vehicles, as transportation will cost less. Fewer people will need to own a car, and therefore save money on maintaining one. Over long distances, the benefit of driverless cars is greater still. Less injuries and fatalities will occur on the road. Legislation will likely change to support autonomous vehicles once they are better drivers than the average human. The law will likely favour autonomous vehicles, lowering the cost of registration. Easier travel at a lower cost with greater safety lead to a population with greater time and money, stimulating the economy with more disposable income not spent on transportation (Bowles, 2020) (The Department of Infrastructure, Transport, Regional Development and Communications, 2019).

This technology will very likely replace public transportation, taxis, Uber drivers and postal service drivers. The postal service will still have someone aboard the vehicle to handle loading and unloading of the packages. Public transportation is made redundant with this technology. Either busses will become autonomous vehicles, or there will be less demand on the public transport system as vehicle sharing is very likely.

### How will this affect you?

On a day to day basis, getting to and from places become far more convenient. People will no longer need to pay attention to the road and can relax or work while traveling instead. The interior of the autonomous vehicle could be redesigned to accommodate these activities. Personally, this would make traveling to see family that live hours away will become far more convenient. Public transportation does not connect close to either destination. Autonomous vehicles would allow for rest on the trip, will provide greater comfort and will be far safer.

Things that would be different for me when this technology is widespread are personal transportation and package delivery. Personally, I would use an autonomous vehicle over a traditional car. The convenience factor far outweighs the joys of driving and overall is far safer. Package delivery times would decrease and would make eCommerce and mCommerce much more accessible. Most of my shopping would be done this way. I would prefer not to go into shops when I could order things online. When autonomous vehicles are introduced to my workplace, then I would likely lose my job.

Some of my friends do not have a licence. These people will no longer require licences to have access to the convenience of the car. This allows them to have access to jobs that would ordinarily require the employee to have a licence. Those who do not have a licence will also be able to see their family more often. All inconvenient trips for these people will become accessible, and they will no long will have to walk to the limited public transportation network. All activities such as shopping and going to activities become far easier to accomplish.

## Cyber Security

Jay Hunter

### What does it do?

One of the main focuses of Cyber Security is Encryption. This is the process of taking ‘plain text’ a file anyone can easily access and open and converting it to ‘cipher text’ through an Encryption Algorithm (Norton, 2020). ‘Cipher text’ cannot be easily accessed or opened due to the file being ‘scrambled’ by the encryption algorithm, only users with a ‘key’ can ‘unscramble’ or ‘decrypt’ the file and access its contents (Mercer-Myers, 2018). There are two main categories or encryption device encryption and end-to-end Encryption.

End-to-end encryption is used to secure connect two devices. This could be messages, credit card payments, or visiting a website. There are two main types of handling end-to-end encryption: symmetric and asymmetric encryption. Symmetric encryption uses one key for both encrypting and decrypting data. This allows for multiple people to easily access the data that’s encrypted. This method the data is only as safe as the most careless person with a key (Norton, 2020).

Asymmetric encrypted uses two keys. One is a public key which is shared and can encrypt data, and the other is a private key which decrypts data. End-to-end encryption often utilises asymmetric encryption (Mercer-Myers, 2018). This is often seen in the use of HTTPS as explained by CloudFlare, “A client will obtain a website's public key from that website's TLS certificate (or SSL certificate) and use that to initiate secure communication,” by initiating the connection with the public key, the user accessing the website is able to encrypt their traffic and only they can decrypt the information they receive (CloudFare, 2020) (Electronic Frontier Foundation, 2020). Mobile apps such as WhatsApp, Signal, and mobile banking apps also use asymmetric encryption for secure connection (WhatsApp, 2020) (Signal, 2020) (Weil, 2018). In 2017, International Business Machines (IBM) unveiled a line of mainframe computers which focused on encryption. These mainframes ‘IBM Z’ were targeted towards banking and insurance companies encrypting incoming and outgoing connections and the servers themselves through both peer-to-peer and device encryption (Greenwald, 2017).

Device encryption is where the entire device or its storage is encrypted, often through symmetric encryption. This protects the owners’ files if their phone or laptop is stolen, it can also protect businesses and government agencies from local hackers trying to access sensitive information. SSD manufacture’s such as Intel and Samsung include built-in encryption to their storage (Intel, 2020) (Samsung, 2020). Apple has gained a reputation for their iPhones innovation in biometric keys (using finger-prints or face scans as keys) and their devices impenetrability as shown in their 2016 legal dispute with the FBI (The Wallstreet Journal Editorial Board, 2020) (Yadron, et al., 2016) (Wallstreet Journal Editorial Board, 2016) (Mossberg, 2013) (Mickle & McMillan, 2017). The importance of device encryption is emphasised by Bruce Schneier, board member of the EFF, in his blog, “we only use encryption when we're working with important data, then encryption signals that data's importance” (Schneier, 2019).

In 2018, Steve Rosenbush wrote ‘Why Encryption of Corporate Data Remains a Powerful but Underutilized Tool,’ in *The Wallstreet Journal*, two years later following the Covid-19 Pandemic *Zoom* has been banned by *Tesla*, *Google*, and New York City Schools because of the lack of P2P Encryption and security concerns with China (Rosenbush, 2018) (Langley, 2020) (Wood, 2020) (Whittaker, 2020). Despite Zoom’s CEO Eric Yuan publicly apologising for misleading marketing of end-to-end encryption and having the company focus on creating end-to-end encryption, their public image has been tarnished (Tilley & McMillan, 2020) (Lee & Grauer, 2020) (Whittaker, 2020) (Whittaker, 2020). This is furthered by instances of ‘zoombombing’ where pranksters interrupt many types of group calls including Alcoholics Anonymous, classes, and, children’s birthday parties (Bindley, 2020) (Nguyen, 2020) (Hern, 2020). The backlash that Zoom has faced shows that businesses are understanding the importance of Cyber Security, namely encryption, for the protection of sensitive data and communication (Whittaker, 2020). What standards should these businesses follow?

Government agencies such as the American Department of Commerce’s *National Institute of Standards and Technology* (NIST) work with other government agencies and the private sector to develop standards for encryption (Chen, 2019). In 1977, the U.S. government created the Data Encryption Standard (DES). In 1985, Triple-DES became an academic community standard to replace DES, as it became clear that DES could be ‘brute forced.’ Brute forcing is when a machine or program can decrypt the encryption. NIST decided to back Belgian algorithm, Rijindael, which became the Advanced Encryption Standard (AES) in 1997 (Schneier, 2004). This continues to be the standard to this day. As technology improves rapidly it will become obsolete, and government departments and private companies understand this. Similar to the Space Race, the U.S. and China are racing to the create better technology then the other, with cyber security in the centre of this (Fitch & Woo, 2020) (Strong, 2018) (Mims, 2019) (Castellanos, 2017).

The next critical step for encryption is developing a ‘quantum proof’ encryption algorithm. IBM, Cisco, and Google alongside dozens of companies currently working on this technology (Mann, 2013) (Hackett, 2019) (Porter, 2019) (Metz, 2019) (Vincent, 2019) (Hartnett, 2019) (Bryson, 2019) (Castellanos, 2018). When talking to the Wallstreet Journal, for NSA Director Michael Hayden stated, “I don't know whether quantum computing will inherently favor the offense or inherently favor the defense, when it comes to encryption, security, espionage and so on, but I do know it's going to affect something.” This was in discussion of current encryption methods and future issues cyber security faces (Strong, 2018). Whether quantum cryptography is developed in three or ten years is uncertain. What is, however, the standards that come from this technology will change and develop over time. *Data Encryption Standard* became *Advanced Encryption Standard* and today there are a plethora of encryption standards. *Quantum Encryption Standard* will be that next step. But as technology evolves, so does legislation.

### What is the likely impact?

Beginning in 1946, the UKUSA agreement began an intelligence co-operation with the United Kingdom and the United States. Nine years later, in 1955, the agreement was updated to include Canada, Australia, and New Zealand (Farrell, 2013) (National Security Agency, 2020). Colloquially, this alliance is known as the ‘Five Eyes.’ Together, they develop new intelligence methods and data retention legislation. It has later been uncovered that this extends to a further nine countries in an alliance known as SIGINT Seniors Europe (SSEUR) or the ‘Fourteen Eyes.’ This extension shares intel only (Taylor, 2020) (Kelion, 2014) (Gallagher, 2018) (Koch, 2018). As part of the core ‘Five Eyes’ both the Australian and American governments and security officials have pushed both to ban individuals and force companies to introduce ‘backdoors’ into their security systems. Groups like the Electronic Frontiers Foundation (EFF) and companies such as Apple and Google have pushed back on this (Ruiz, 2018) (Mullin, 2020) (Karp, 2018) (Whittaker, 2018). Apple, as previously mentioned, had fought against the FBI in 2016 and creating a backdoor for their line of iPhones (Wallstreet Journal Editorial Board, 2016). Both American government officials and law enforcement had framed the issues to be against terrorism, Apple knew that the matter would leave precedent and be abused for minor crimes too. The repercussions of doing so would give both Russia and China power over the company to give them backdoors or they would find the any that were created.

In 2018, Australia passed legislation that allows authorities to demand access to end-to-end encryption (Newman, 2018) (British Broadcasting Corporation, 2018). In 2020, America is in the process of pushing for the *EARN IT* Act which experts fear could kill end-to-end encryption (Mullin, 2020) (Lin & Martin, 2020) (Singh, 2020). This will affect the security both personal and business communication (Brett, 2020). Establishing backdoors and strongarming client information from companies that utilised encryption in their communication provides hackers and foreign governments, like China and Russia, a means to access clients private data too. It is a slippery slope down for the integrity of data protection. Hacking, phishing, and ransomware are already issues faced by private companies, individuals, and hospitals (CBS News, 2017) (Whittaker & Singh, 2020) (Bhargava, 2020) (Whitney, 2020) (Lyons, 2020) (Whittaker, 2020) (Lyer, 2020). The continued degradation of encryption laws within the ‘Five Eyes’ countries could mean the fall of digital security in the Western World.

# Project Ideas

## Overview:

Mobile devices can be found in the hands of every person from every walk of life, and often from a very young age. While the heavy use of technology and some apps and social platforms have been studied to be harmful for young developing minds, the technology can also be applied to discover and improve the welfare and performance of young individuals. This project concept is to develop an app for school students to provide feedback that can be collected by teachers and the school for addressing issues with students’ social, psychological, and physical wellbeing; and in turn, improve learning ability and general health. The app will simply be referred to herein as Student Survey (Australian Curriculum, Assessment and Reporting Authority, 2017).

## Motivation:

There are approximately 2.2 million primary and 1.6 million secondary school students currently attending schools across Australia\*. While many of these students are from well-balanced households, come from healthy families and have stable social networks, there are a significant proportion of students that arrive at school each day in a far from ideal frame of mind for learning. A considerable proportion of students arrive at school each day tired, hungry, demoralised, discouraged, alienated, anxious and even traumatised, yet regardless of these conditions are expected to perform to the best of their ability in the classroom (Australian Curriculum, Assessment and Reporting Authority, 2017).

## Proposal:

The Student Survey app will be developed to run on Android and iOS based mobile devices and deployed to all students in a school from the age they are permitted to have access to mobile devices. This age is becoming increasingly younger as parents feel a sense of security to have direct communication channels with their children during the day. In the near future this could be as early as Primary Grade 3 or 4.

The app will present children with a series of five or six simple questions aimed at gathering feedback on various aspects of the child’s wellbeing. The survey would be prompted during rollcall and questions may include if the student is feeling tired, had breakfast that morning, feeling happy and motivated, experiencing any bullying and so on. The app will present these questions to students with emoji icons from a scale of 1 to 4 or 1 to 5. The questions may also change or alternate during the week to survey various aspects of wellbeing, while always maintaining the short five to six question format.

The student devices will send their survey results to the teacher’s device, which will display aggregated results. Responses will be anonymous to protect the identity of children. Student’s devices will be linked to the teacher’s device through an in-app QR code scanner, where students scan the QR code displayed on their teacher’s device to link where the results will be sent.

Teacher’s devices are then linked to a school administrator’s device, that would be monitored by the principal, deputy, or other delegated person which can monitor the broader results via a dashboard view of the aggregated data. The admin device can display graphical information in pie charts, bar graphs and other easy to read formats. The idea is to enable the easy identification of areas of concern, as well as trends, changes over time, and developing patterns to be addressed prior to becoming more significant problems and performance barriers.

The school administrator’s app can also provide benchmarking information against other schools within the region, state and country. This would require a centralised cloud-hosted database where data from all schools would be collected, processed, and statistics securely shared. To maintain security and segregation between end user devices (students & teachers) and the central database, only the school administrator’s devices will send aggregated results to the cloud-hosted database (Australian Curriculum, Assessment and Reporting Authority, 2017).

## Resources:

The following functions and skills sets are required for development and operation of the service, some may be combined into a single role:

* MD – Business owner and manager, product manager and roadmap visionary, development lead, team manager (full time).
* Paediatric Psychologist – Subject matter expert for developing survey questions and interpreting response data (consultant).
* Application Developer(s) – Design and develop the application for iOS and Android, mobile and tablet devices, may require one or more developers (initially full-time, ongoing possibly part-time).
* Systems Administrator – Responsible for infrastructure, servers, backup, security, internal systems and applications, user accounts and access (full-time).
* DBA – Responsible for management and maintenance of the database where response data is to be collected, stored, and mined (part-time).
* BI/Data Analyst – Development of reports and extraction of information and statistics, could be incorporate into DBA role (part-time).
* Sales and Marketing – Manage product promotion, interact with customers to generate leads and sales (full-time).
* Project Manager(s) – Manage deployments and conduct/organise training, relay feedback and act as liaison between customers and internal development (one full-time, additional on contract).
* Finance Manager – Manage business accounts, payments, tax requirements, perform payroll duties (part-time).

## Outcomes:

Once there is adequate uptake of the application by a number of schools, the success of the project can start to be measured. The statistical data can initiate programs to strengthen areas of concern, while teaching methods and daily routines can be adapted to improve attentiveness and comprehension. Macro data can be used by various state education boards to run regional and state-wide campaigns targeting areas for development. Ultimately the feedback from parents and front-line teachers will be key to identify improvement in the wellbeing, behaviour, and classroom performance; which subsequently should reflect more positive results in school assessments and broader NAPLAN testing (Australian Curriculum, Assessment and Reporting Authority, 2017).
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